
Information Security Policy 
 

In order to protect information assets entrusted to us by our customers and our business 

partners as well as our own information assets from various threats such as accidents, disasters, 

and crimes, and to respond to the confidence of our customers, business partners and society, 

Media Services, Ltd. shall work on information security based on the following policy. 

 

1. Establishment of Management System 

The Company shall establish a management system necessary for maintaining and improving 

information security, and shall establish necessary information security measures as 

regulations. 

 

2. Implementation of Security Measures 

The Company shall take measures to protect the information assets from threats such as 

unauthorized access, leakage, falsification, loss, and destruction. 

 

3. Education 

The company shall continuously conduct education and training on information security to 

all employees to ensure our efforts for information security. 

 

4. Responding to Accidents 

In any event that violates information security, the Company shall immediately investigate 

the facts and resolve them, analyze the cause, and strive to prevent recurrence. 

 

5. Compliance with Laws and Regulations 

The Company shall comply with laws, regulations, other rules and contractual security 

requirements related to information security. 

 

6. Continuous Assessment 

The Company regularly conduct inspections on the above points for assessment and perform 

any required improvements. 

 


